Kensington

Best-in-class authentication to support Windows Hello and FIDO U2F
VeriMark™ Fingerprint Key

As the first fingerprint security key to

support Windows Hello and Fast IDentity

Online (FIDO) universal 2nd-factor authentication

(U2F), the Kensington VeriMark Fingerprint Key delivers
practical usability with the same quality-focused security

that has made Kensington The Professionals’ Choice™ for more

than 25 years. Engineered to provide simple, fast and secure Windows

logon and a seamless 2nd-factor authentication experience, the VeriMark
Fingerprint Key protects against unauthorised access on compromised devices,
while also offering unprecedented cyber security for today’s cloud-based world.

Features & Benefits: Cyber security by numbers

+ Global cyber attacks are projected

- Advanced fingerprint technology combines superior
biometric performance and 360° readability with anti-
spoofing technology while exceeding industry standards
for False Rejection Rate (FRR 3%) and False Acceptance
Rate (FAR 0.002%)

Universal integration provides scalable, out-of-the-box
access for Windows computers and platforms, including
biometric log in for Windows Hello

« More than 40% of

+ 33% of employees admit

to cost companies $2.1 trillion
annually by 2019

consumers have been
victim of credit or debit
card fraud

to sharing passwords with
colleagues

+ 65% of employees admit to
using the same password

- FIDO U2F Certified to ensure seamless interoperability
and meet 2nd-factor security key logon requirements for
cloud-based service and software providers, including
Google, Dropbox, GitHub and Facebook

VeriMark™ Fingerprint Key
across applications 67977

Using the latest biometric 2nd-factor authentication

. technology, the Kensington VeriMark Fingerprint Key provides
- VeriMark Password Manager offers a fully-secure unprecedented protection against cyber thieves.
password bank that allows the fingerprint to authenticate
and automatically fill in usernames and passwords for

websites, logins and file encryption/decryption

Source: http://expandedramblings.com/index.php/cybersecurity-statistics/;
accessed 24/10/16

Compatibility requirements

- Compact design easily attaches to a standard keyring for - Windows®10/8.1/7

convenient portability
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Why Trust Kensington?

+ FIDO U2F supported browser
or plug-in, e.g. Chrome browser

The Professionals’ Choice”

Innovation, quality and trust have made Kensington®
The Professionals’ ChoiceTM in device security for more than 25 years.
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